Карта памяти для учеников 11 класса по ОБЗР по теме: «Защита прав в цифровом пространстве»

[«Новые УРОКИ» newUROKI.net](https://newuroki.net/)

Всё для учителя – всё бесплатно!

**Карта памяти ученика — это** эффективный способ ведения записей, который позволяет представить всю проблему на одном листе. Карта памяти объединяет зрительные и чувственные ассоциации в виде взаимосвязанных идей. Карта памяти позволяет: запоминать информацию; воспроизводить информацию, даже если чтение и воспроизведение разорвано во времени; возвращаться в любую часть материала; помогать в усвоении абстрактного материала; устанавливать взаимосвязи между объектами; повышать организованность; углублять понимание; хранить информацию в свернутом виде, а при необходимости разворачивать; оценивать информацию с разных точек зрения; фиксировать ключевые моменты; помогать вспомнить детали, связанные с ключевыми моментами.

**Карта памяти для урока ОБЗР**

**Тема: Защита прав в цифровом пространстве**

**1. Основные цифровые свободы**

* **Персональные данные:**
  + Что это? Имя, адрес, телефон, фото, онлайн-активность.
  + Как защищать? Использовать сложные пароли, настройки конфиденциальности.
* **Доступ к информации:**
  + Право знать, но с ограничениями (гос. тайна, личные данные других).

**2. Угрозы и безопасность**

* **Угрозы:**
  + Взлом аккаунтов.
  + Онлайн-мошенничество.
  + Кибербуллинг.
* **Как защититься:**
  + Не открывать подозрительные ссылки.
  + Настраивать приватность в соцсетях.
  + Регулярно обновлять программы и устройства.

**3. Ответственность в интернете**

* **Виды ответственности:**
  + Административная: штрафы за оскорбления.
  + Уголовная: наказание за киберпреступления.
* **Примеры:**
  + Распространение фейков → блокировка, штраф.
  + Нарушение авторских прав → иск, компенсация.

**4. Запрещённый контент**

* **Что запрещено:**
  + Пропаганда насилия, дискриминация.
  + Незаконная торговля, вредные советы.
* **Что делать:**
  + Сообщить на платформу (кнопка «Пожаловаться»).
  + Сообщить в Роскомнадзор.

**5. Практические навыки**

* **Настройки конфиденциальности:**
  + Закрыть профиль, фильтровать подписчиков.
  + Отключить геолокацию.
* **Что делать при нарушении:**
  + Сохранять доказательства.
  + Обратиться в техподдержку платформы.
  + Подать жалобу в уполномоченные органы.

**6. Ключевые инструменты и ресурсы**

* **Государственные органы:**
  + Роскомнадзор (блокировка контента, защита данных).
  + Полиция (расследование преступлений в сети).
* **Общественные организации:**
  + РАЦИТ (советы по безопасности).
  + Роскачество (рекомендации по защите устройств).

**Ключевые слова для запоминания:**

1. Приватность
2. Персональные данные
3. Угрозы и ответственность
4. Настройки безопасности
5. Государственная помощь